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1 Introduction

The purpose of the document is presented here, followed by the documents referenced in the text.

1.1
Purpose

This document is the ICESAT Project’s Risk Management Plan (RMP).  The RMP is intended to be used as a “living document” to help the Project Office manage risks during the program life-cycle.  Specifically, the RMP is written in an informal and “to-the-point” style.

Section 2 defines the process used by Code 425 to manage risks.  Section 3 shows the Risk Matrix, the database of project risks maintained on a password-protected site in the “Mission Data” section of the ICESat web page (http://icesat.gsfc.nasa.gov/).

This document is maintained by the ICESAT Project Office, Code 425.  

· 
· 
· 
1.2
Reference Documents

NPG 7120.5A, NASA Program and Project Management Processes and Requirements, April 3, 1998
ICES-401-MGMT-001, ICESat Project Management Plan, June 28, 1999
2
Risk Management Process

The ICESat Project’s risk management process closely follows the guidelines of  NPG 7120.5A.  The working content of this document and the steps described in the following sections will be reviewed by the Project Observatory Manager on a monthly basis.  In this manner, the risk management process will be an integrated and proactive part of routine project activities, as required in the ICESat Project Management Plan.  The basic steps of the risk management process are:
· Identification

· Analysis
· Planning
· Tracking
· Controlling.
Each is discussed in a following section.

2.1
Risk Identification

The first step in risk management is to identify and describe mission risks.  The approach for risk identification will be by a combination of the following methods:

· Open brain storming sessions

· Polling project staff to identify what they consider to be project risks

· Analyzing project schedules and schedule performance to date

· Analyzing project technical performance to date

· Analyzing project budget and resource allocation performance.

Risks can be submitted by anyone at anytime.  New risks will be discussed at the monthly Risk Review Meeting to determine if they should be included in the Risk Database.






Once identified, a risk will be written in the form: Condition; Consequence, where, given the Condition, there is a possibility that the Consequence will occur.  Specifically:

Condition is a single phrase that identifies possible future problems, and describes current key circumstances, situations, etc. that are causing concern, doubt, anxiety, or uncertainty.  Each risk has only one Condition.
Consequence is a single phrase or sentence that describes the key negative outcome(s) of the current condition.  Each risk has at least one Consequence.
The Condition statement is separated from the Consequence with a semicolon.

An optional Context statement may be written for any risk, as needed, to identify the source of the risk, clarify the risk impact, or provide any additional information the responsible person might need to mitigate the risk.
2.2 
Risk Analysis
The risk analysis process involves assigning attributes to the risk: assigning the risk to a Mission element within ICESat , assessing the degree of impact the risk would have on ICESat, assigning a probability that this consequence will actually occur, establishing the timeframe in which mitigating action must occur, and prioritizing the top 20% risks.

MISSION ELEMENT
To identify the area of concern, each risk is assigned a Mission Element; the main element area of ICESat which would have a problem if the risk occurs.  Elements, and their abbreviations used in the Risk Matrix, are:

· Project (ICE)
· Spacecraft (S/C)
· GLAS (GLAS)
· Science Team (ST)

· Mission Operations (OPS)
· Launch Vehicle (ELV).

Once assigned to a Mission Element, the risk is then assigned category: technical (TECH), or programmatic (PROG).  Each risk originator makes the determination of the Mission Element and category when the risk is written.

IMPACT
Risk impact is the affect on the mission should the risk occur.  It is important to note that impact is colored by the individual’s viewpoint.  For example, a Scheduler might see the impact of changing vendors as Low if the new vendor has a better schedule delivery, but a technical person might see the same event as High risk, if the second product is seen as inferior to the first.  Risk impacts, therefore, shall always be individually evaluated, with the ultimate impact assigned by group consensus with the Project Manager’s participation.  Risk impact is assigned one of the values shown in Table 1.
· 
· 
· 
TABLE 1

RISK IMPACT VALUES
RISK AREA
HIGH (H)
MODERATE (M)
LOW (L)

Schedule Slip
>20%
10 to 20%
0 to 10%

Cost Overrun
>15%
5 to 15%
0 to 5%

Safety
Loss of Life or System
Major Injury or Damage 
Minor Injury or Damage

Performance
Fails to Meet

 All Requirements
Fails to Meet

 Some Requirements
Degraded

 Performance

Implementation
Procurement, Vendor

 or Component Failed
Major Reprocurement, Redesign or Retooling Needed
Minor adjustments to procurement, design, tooling

PROBABILITY
Risk probability is a quantitative estimate of the outcome based on probabilistic or deterministic calculations.  Alternately,  the probability can be based on qualitative factors such as the evaluator’s experience with a particular topic.  For simplicity, all risks, regardless of the derivation method chosen, will be assigned a probability value of one of the following:

HIGH
(H) - Very Likely or Certain to Occur; >70% probability

MODERATE (M)  - Fairly Likely to Occur; 30 to 70% probability

LOW  (L) - Unlikely to Occur; <30% probability

· 
· 
TIMEFRAME

To assure timely resolution, a Timeframe is assigned to each risk.  This is the time in which mitigating action must occur in order to avoid the risk becoming a problem.  It should be noted that Timeframe is NOT the time when the risk is likely to occur.  The timeframes for ICESat risks are shown here.

· NEAR TERM – within the next month
· MID TERM – within the next six months
· LONG TERM – within the next year
· ANNUAL – continually, or every year.
These terms can be amended by each risk author to fit actual circumstances.  Except for “Annual” the Action Timeframe entry in the Risk Matrix is shown as a calendar date because, clearly, the above terms are relative to the date the risk analysis was performed; e.g., a risk evaluated as a NOW timeframe in March, would have an entry under Action Timeframe of April.
PRIORITIZE


Once the risks have their attributes assigned, they are prioritized at the monthly Risk Management Meeting where they are partitioned into the top 20% by weighting the most significant Impact, Probability and Timeframe factors.  The monthly meeting attendees then comparison rank the risks into a priority listing.



1. 
2. 
3. 
4. 
5. 
6. 
7. 
2.3
Risk Planning
Planning is the process of determining what can be done about a risk and who should do it.  Planning includes the following activities:

· Assigning a responsible person to each risk
· Having each responsible person determine, for each of their risks:
· If research is needed to understand and define more characteristics of the risk (RESEARCH)
· If the risk is tolerable to accept as-is, i.e., it would be an acceptable result if the risk were to develop into a problem (ACCEPT)
· What the monitoring requirements, if any, are (WATCH)

· What mitigating action, if any, is needed (MITIGATE).
The responsible person provides the results of these determinations as entries in the Risk Matrix for evaluation at the monthly Risk Review Meeting.
MITIGATION


Mitigation is the process to reduce or eliminate a risk by reducing the impact or probability, or by shifting the time frame to minimize the affect of the risk on the mission.  Mitigation includes diverse activities such as developing a contingency plan, producing a list of actions to perform, or generating a task plan to formally complete a deliverable product that addresses the risk.  Mitigation processes for each risk must include measurable goals and success criteria.

2.4
 Risk Tracking (Watched and Mitigated Risks)

Tracking is the process where related data are acquired, compiled, analyzed and reported for Watched and Mitigated risks (Accepted risks and those undergoing Research need not be tracked).  In this way, relevant metrics such as requirements, design and implementation progress, testing, and programmatics are gathered for these risks.  The metrics are then compiled and evaluated by the responsible person so that triggers or thresholds can be assigned, and unsatisfactory events reported before the risk becomes a problem.

2.5
Risk Control

Risk control is the process in which decisions are made based on the data presented in the tracking reports.  In this way, the affectivity of the mitigation plan can be assessed, as well as any significant changes in risks, or trends in the mission execution.  The results of the control process are:

· Close the  risk

· Continue tracking with the current plan

· Replan the tracking

· Invoke a contingency plan.
The summary of control activities serves as the documentation of the ICESat risk management process, and serves as input to the ICESat monthly status report generated for the Project Manager.  The summary may be included in the Risk Matrix as the risk’s Status.


3
Project Risk Matrix

An example of the Project Risk Matrix is presented in Table 2.  This matrix serves as the primary method for managing and organizing the project’s risks.  The risk matrix will be updated and reviewed monthly to determine the condition of the project’s risk management program.  
The fields of the matrix and their definition or the section of this Plan where they are defined are:
Risk Number

Sequential Number assigned by Configuration Manager
Responsible Person
Risk Author
Category

Section 2.3
Issue Date

Assigned by Configuration Manager
Closed Date

Determined by Risk Author

Action Timeframe
Section 2.2

Priority

Section 2.2

Impact 

Section 2.2
Probability 

Section 2.2
Risk Statement
Section 2.1
Context

Section 2.1
Mitigation Strategy
Section 2.3
Contingency Plan
Section 2.5

Disposition (Status)
Section 2.5

TABLE 2

Project Risk Matrix (Example)
Risk Number
Responsible

Person
Category
Issue

Date
Closed

Date
Timeframe
 Priority
Impact
 Probability
Risk Statement

(Condition; Consequence)
Context
Mitigation Strategy
Contingency Plan
Status

1

Program




L
L
Budget Overrun and Cancellation

1) Use RSDO for procurement because of heritage and fixed price 

2) Streamline requirements and redundancies
Measure cost of actual contract award and % under budgetary cost cap
Closed

2

Technical




M
L
Unable to predict and maintain spacecraft's attitude

Analyze star field uploads in terms of data quantity and periodicity of uploads
All parties agree on scope and feasibility of implementing star field uploads
Open

3

Program




L
L
1) Unable to launch on schedule

2) Rework required to fit observatory on alternate launch vehicle

3) Launch cost increase

1) Design contingency LV interface for most likely alternate LV if it is required

2) Explore contract options and availability of alternate LV
Monitor LV performance 

Risk goes down as more LVs are successful
Open
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